**TrustAsia国密浏览器根证书预置申请表**

**一、CA机构的基本信息**

|  |  |
| --- | --- |
| CA机构名称 |  |
| 营业执照信息 | 请提供营业执照图片或以下信息：  统一社会信任代码：  注册资本：  法定代表人：  企业类型：  经营范围： |
| 机构官网 |  |
| 主要市场/客户群 | CA将服务于何种客户群？  CA是否仅为某一国家或地区提供服务？  已经为哪些网站颁发了SM2 SSL证书 ，目前应用的情况如何？ |
| 其他浏览器中的预置情况 | 用于申请内置的根证书是否已内置于别的浏览器中？若有，请列举。 |
| CA机构的联系方式 | 主要联系人：  姓名：  职位：  邮箱：  电话：  备用联系人：  姓名：  职位：  邮箱：  电话： |

**二、根证书技术参数**

|  |  |
| --- | --- |
| 根证书名称 |  |
| 证书序列号 |  |
| 证书主题 |  |
| 主题密钥标识 |  |
| 指纹(SHA256) |  |
| 有效期开始日期 |  |
| 有效期结束日期 |  |
| 证书签名算法 | 如SM2、SM3 |
| 签名密钥参数 | 如SM2-256 Bits |

**三、CA证书的层级信息**

|  |  |
| --- | --- |
| CA层级 | 列举、描述或以图表的方式列出根证书签发的所有中级根。  指明哪些是内部运营子CA，哪些是外部运营子CA。 |
| 外部运营的子CA | 如果根证书下存在由第三方机构运营的子CA根证书，则必须提供以下信息：  子CA公司名称：  子CA网址：  子CA证书下载地址：  安装有链接到子CA证书的测试网站的链接（若允许子CA签发SSL证书）：  子CA下的证书层级：  子CA的CP/CPS链接：  其CP或CPS中的相关章节的章节号（该章节内容规定合理的验证域名所有权的方法）。 |
| 交叉签名 | 列出所有该根证书为其他根证书签发的交叉根证书；  列出其他根证书为该根证书签发的交叉根证书。 |

**四、运营情况**

|  |  |
| --- | --- |
| 策略文件 | 请提供以下文件的链接：  CP：  CPS：  依赖方协议： |
| 许可资质文档 | 请提供以下许可资质文档：  电子认证服务密码使用许可证：（必选，请提供编号、有效期）  电子认证服务许可证：（必选，请提供编号、有效期）  电子政务电子认证服务许可证：（可选，请提供编号、有效期） |
| 测试证书网站 | 请提供包含以下状态的网站 URL：  正常(Normal)：  过期(Expired)：  吊销(Revoked)： |
| 安全生产证明 | 请提供WebTrust审计报告或根证书和中级证书的过程录像 |

申请单位： （盖章）

申请日期： 年 月 日